**Readme File:  
Project Overview**

This project adds custom functionality to a WordPress WooCommerce site through code added in the `functions.php` file. The main purpose is to ensure secure product comparisons by checking URLs for phishing risks and matching them with your site's WooCommerce products.

**Features**

- Phishing Link Verification using VirusTotal API

- Flexible Product Matching based on keywords

- WooCommerce Integration for product checking

**Setup Instructions**

1. Install WordPress and WooCommerce.

2. Paste the custom code into your active theme’s `functions.php` file:

Path: `wp-content/themes/your-theme/functions.php`

3. Configure the API Key: Replace `'your\_virustotal\_api\_key'` in the code with your own key from VirusTotal.

4. Add shortcode to a page: `[check\_product\_url]`

**Usage**

1. Open the page where the shortcode was added.

2. Enter a product URL to validate.

3. It checks if the link is safe, matches with store products, and displays the results.

**Notes**

• Ensure product titles in WooCommerce are unique and descriptive for better matching.

• Always backup `functions.php` before editing.

**File Info**

• File: `functions.php`

• Theme: Compatible with Astra or any WooCommerce theme

• Language: PHP